1. The College’s position on data protection can be found in the College’s ‘Privacy Policy’ and ‘Information Security Policy’ documents, which are available in the ‘Policies, Accounts and Legal Documents’ section of the College Website. The ‘Privacy Policy’, and accompanying ‘Records Of Processing Activity (ROPA)’ explains that student data may be shared with the University, other colleges and other limited third-parties.

2. Where it appears to College Officers that there is a risk of a College student acting with the intention of drawing people into terrorism (contrary to the University’s statutory duty under PREVENT), the College may share data with the University and/or other colleges. When providing this information, the College will do so in a manner that secures and protects the existing rights of academics, students, staff and guests, including, in the absence of serious PREVENT related crime, to confidentiality and privacy; and, at all times, to equal treatment under the law.

3. While the College might choose to share information about a College student with the University or other colleges, the decision on whether to contact law enforcement authorities will remain one for the College to take. Such action would only be taken in respect of suspected terrorist criminal activity.